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CYBERSECURITY DISCLOSURE

Knowing some cybersecurity basics and putting them into practice will help protect yourself and your
personal information.

Avoid accessing your online banking when connected to unsecure or public Wi-Fi

Avoid opening emails, links, or attachments from unknown sources

Protect yourself from social media scams. Scammers often create fake profiles, befriend innocent
people, and send spam messages that lead to malicious websites

Use complex passwords (combination of letters, numbers, and symbols)

Change your passwords frequently & avoid sharing them

Consider adjusting the security settings of your browser, such as blocking or limiting cookies
Avoid ignoring software updates. Installing the latest updates to your phone, computer, and apps
contain vital security improvements that repair any weaknesses the company has identified in
their security

Secure your files- back up important files offline, on an external hard drive, or in the cloud

Limit personal info you share online
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